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Court of Justice EU, 25 October 2011, eDate 
Advertising and MGN 
 

 
 

 
 
PUBLICATION – LITIGATION – PRIVATE IN-
TERNATIONAL LAW 
 
Court of place in which publisher of online content 
is established or in which the centre of his interests 
is based has full jurisdiction in respect of all damag-
es  
• that Article 5(3) of the Regulation must be in-
terpreted as meaning that, in the event of an alleged 
infringement of personality rights by means of con-
tent placed online on an internet website, the person 
who considers that his rights have been infringed 
has the option of bringing an action for liability, in 
respect of all the damage caused, either before the 
courts of the Member State in which the publisher 
of that content is established or before the courts of 
the Member State in which the centre of his inter-
ests is based.   
 
Court of territory of which online content was ac-
cessible only has jurisdiction in respect of damage 
caused in that territory 
• That person may also, instead of an action for 
liability in respect of all the damage caused, bring 
his action before the courts of each Member State in 
the territory of which content placed online is or has 
been accessible. Those courts have jurisdiction only 
in respect of the damage caused in the territory of 
the Member State of the court seised. 
 
Member States to ensure that provider of an elec-
tronic commerce service is not subject to stricter 
requirements than in the state in which it is estab-
lished  
• that Article 3 of the Directive must be inter-
preted as not requiring transposition in the form of 
a specific conflict-of-laws rule. Nevertheless, in rela-
tion to the coordinated field, Member States must 
ensure that, subject to the derogations authorised in 
accordance with the conditions set out in Article 
3(4) of the Directive, the provider of an electronic 
commerce service is not made subject to stricter 
requirements than those provided for by the sub-
stantive law applicable in the Member State in 
which that service provider is established.    
 

Source: curia.europa.eu 
 
Court of Justice EU, 25 October 2011 
(V. Skouris, A. Tizzano, J. N. Cunha Rodrigues, K. 
Lenaerts, J.-C. Bonichot, U. Lõhmus en M. Safjan 
(rapporteur), E. Levits, A. Ó Caoimh, L. Bay Larsen en 
T. von Danwitz) 
JUDGMENT OF THE COURT (Grand Chamber)  
25 October 2011 (*)  
(Regulation (EC) No 44/2001 – Jurisdiction and the 
enforcement of judgments in civil and commercial mat-
ters – Jurisdiction ‘in matters relating to tort, delict or 
quasi-delict’ – Directive 2000/31/EC – Publication of 
information on the internet – Adverse effect on person-
ality rights – Place where the harmful event occurred 
or may occur – Law applicable to information society 
services)  
In Joined Cases C‑509/09 and C‑161/10,  
REFERENCES for a preliminary ruling under Article 
267 TFEU from the Bundesgerichtshof (Germany) 
(C‑509/09) and the Tribunal de grande instance de Par-
is (France) (C‑161/10), made by decisions of 10 No-
vember 2009 and 29 March 2010, received at the 
Court, respectively, on 9 December 2009 and 6 April 
2010, in the proceedings  
eDate Advertising GmbH   
v  
X   
and  
Olivier Martinez,   
Robert Martinez   
v  
MGN Limited,   
THE COURT (Grand Chamber),  
composed of V. Skouris, President, A. Tizzano, J.N. 
Cunha Rodrigues, K. Lenaerts, J.-C. Bonichot, U. 
Lõhmus and M. Safjan (Rapporteur), Presidents of 
Chambers, E. Levits, A. Ó Caoimh, L. Bay Larsen, and 
T. von Danwitz, Judges,  
Advocate General: P. Cruz Villalón,  
Registrar: B. Fülöp, Administrator,  
having regard to the written procedure and further to 
the hearing on 14 December 2010,  
after considering the observations submitted on behalf 
of:  
–        eDate Advertising GmbH, by H. Graupner and 
M. Dörre, Rechtsanwälte,   
–        X, by A. Stopp, Rechtsanwalt,  
–        MGN Limited, by C. Bigot, avocat,   
–        the German Government, by J. Möller and J. 
Kemper, acting as Agents,  
–        the French Government, by G. de Bergues and B. 
Beaupère‑Manokha, acting as Agents,  
–        the Danish Government, by C. Vang, acting as 
Agent,  
–        the Greek Government, by S. Chala, acting as 
Agent,  
–        the Italian Government, by W. Ferrante, acting as 
Agent,  
–        the Luxembourg Government, by C. Schiltz, act-
ing as Agent,  
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–        the Austrian Government, by C. Pesendorfer and 
E. Riedl, acting as Agents,  
–        the United Kingdom Government, by F. Penling-
ton, acting as Agent, and by J. Stratford, QC,  
–        the European Commission, by M. Wilderspin, 
acting as Agent,  
after hearing the Opinion of the Advocate General at 
the sitting on 29 March 2011,  
gives the following  
Judgment   
1        The present references for a preliminary ruling 
concern the interpretation of Article 5(3) of Council 
Regulation (EC) No 44/2001 of 22 December 2000 on 
jurisdiction and the recognition and enforcement of 
judgments in civil and commercial matters (OJ 2001 L 
12, p. 1; ‘the Regulation’) and Article 3(1) and (2) of 
Directive 2000/31/EC of the European Parliament and 
of the Council of 8 June 2000 on certain legal aspects 
of information society services, in particular electronic 
commerce, in the Internal Market (‘Directive on elec-
tronic commerce’) (OJ 2000 L 178, p. 1; ‘the Di-
rective’).  
2        The references have been made in two sets of 
proceedings, between, firstly, X and eDate Advertising 
GmbH (‘eDate Advertising’) and, secondly, Olivier and 
Robert Martinez, on the one hand, and MGN Limited 
(‘MGN’), on the other hand, concerning the civil liabil-
ity of those defendants in respect of information and 
photographs published on the internet.   
 Legal context   
 The Regulation   
3        Recital 11 in the preamble to the Regulation 
states:   
‘The rules of jurisdiction must be highly predictable 
and founded on the principle that jurisdiction is gener-
ally based on the defendant’s domicile and jurisdiction 
must always be available on this ground save in a few 
well-defined situations in which the subject-matter of 
the litigation or the autonomy of the parties warrants a 
different linking factor. The domicile of a legal person 
must be defined autonomously so as to make the com-
mon rules more transparent and avoid conflicts of ju-
risdiction.’  
4        Article 2(1) of the Regulation, which appears in 
Section 1 (‘General provisions’) of Chapter II (‘Juris-
diction’) thereof, provides as follows:   
‘Subject to this Regulation, persons domiciled in a 
Member State shall, whatever their nationality, be sued 
in the courts of that Member State.’  
5        Article 3(1) of the Regulation provides:   
‘Persons domiciled in a Member State may be sued in 
the courts of another Member State only by virtue of 
the rules set out in Sections 2 to 7 of this Chapter.’  
6        In Section 2, entitled ‘Special jurisdiction’, of 
Chapter II, Article 5(3) is worded as follows:   
‘A person domiciled in a Member State may, in another 
Member State, be sued:  
…  
3.      in matters relating to tort, delict or quasi-delict, 
in the courts for the place where the harmful event oc-
curred or may occur.’  

 The Directive   
7        The fourth clause in recital 22 in the preamble to 
the Directive reads as follows:   
‘[M]oreover, in order to effectively guarantee freedom 
to provide services and legal certainty for suppliers 
and recipients of services, such information society 
services should in principle be subject to the law of the 
Member State in which the service provider is estab-
lished.’  
8        Recital 23 in the preamble to the Directive states:   
‘This Directive neither aims to establish additional 
rules on private international law relating to conflicts 
of law nor does it deal with the jurisdiction of Courts; 
provisions of the applicable law designated by rules of 
private international law must not restrict the freedom 
to provide information society services as established 
in this Directive.’  
9        Recital 25 in the preamble to the Directive states:   
‘National courts, including civil courts, dealing with 
private law disputes can take measures to derogate 
from the freedom to provide information society ser-
vices in conformity with conditions established in this 
Directive.’  
10      In accordance with Article 1(1) thereof, the Di-
rective has as its objective to ‘contribute to the proper 
functioning of the internal market by ensuring the free 
movement of information society services between the 
Member States.’  
11      Article 1(4) of the Directive is worded as fol-
lows:   
‘This Directive does not establish additional rules on 
private international law nor does it deal with the ju-
risdiction of Courts.’  
12      Under Article 2(h)(i) of the Directive:   
‘The coordinated field concerns requirements with 
which the service provider has to comply in respect of:  
–        the taking-up of the activity of an information 
society service, such as requirements concerning quali-
fications, authorisation or notification,  
–        the pursuit of the activity of an information socie-
ty service, such as requirements concerning the behav-
iour of the service provider, requirements regarding 
the quality or content of the service, including those 
applicable to advertising and contracts, or require-
ments concerning the liability of the service provider’.  
13      Article 3(1) and (2) of the Directive provides:   
‘1.      Each Member State shall ensure that the infor-
mation society services provided by a service provider 
established on its territory comply with the national 
provisions applicable in the Member State in question 
which fall within the coordinated field.  
2.      Member States may not, for reasons falling within 
the coordinated field, restrict the freedom to provide 
information society services from another Member 
State.’  
14      Article 3(4) of the Directive sets out the condi-
tions under which Member States may take, in respect 
of a given information society service, measures that 
derogate from Article 3(2).   
 The disputes in the main proceedings and the ques-
tions referred for a preliminary ruling   
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 Case C-509/09   
15      In 1993, X, who is domiciled in Germany, was 
sentenced by a German court, together with his brother, 
to life imprisonment for the murder of a well‑known 
actor. He was released on parole in January 2008.   
16      eDate Advertising, which is established in Aus-
tria, operates an internet portal under the address 
‘www.rainbow.at’. In the section ‘Info‑News’, on the 
pages dedicated to old news, the defendant made access 
to a report, dated 23 August 1999, available for purpos-
es of consultation until 18 June 2007. That report, 
which named X and his brother, stated that they had 
both lodged appeals against their conviction with the 
Bundesverfassungsgericht (Federal Constitutional 
Court) in Karlsruhe (Germany). In addition to a brief 
description of the crime committed in 1990, the lawyer 
instructed by the convicted men is quoted as saying that 
they intended to prove that several of the principal wit-
nesses for the prosecution had not told the truth at the 
trial.   
17      X called upon eDate Advertising to desist from 
reporting that matter and to give an undertaking that it 
would refrain from future publication. eDate Advertis-
ing did not reply to that letter but, on 18 June 2007, 
removed the disputed information from its website.   
18      By his action before the German courts, X calls 
upon eDate Advertising to refrain from using his full 
name when reporting about him in connection with the 
crime committed. The main contention of eDate Adver-
tising is that the German courts have no international 
jurisdiction in the matter. As the action was successful 
in both lower courts, eDate Advertising continues, be-
fore the Bundesgerichtshof (German Federal Court of 
Justice), to seek to have the action dismissed.   
19      The Bundesgerichtshof notes that the outcome of 
the action is dependent on whether the lower courts 
were correct in holding that they have international 
jurisdiction to rule on the dispute pursuant to Article 
5(3) of the Regulation.   
20      If the international jurisdiction of the German 
courts is established, the Bundesgerichtshof states that 
the question then arises as to whether German or Aus-
trian law applies. That depends on the interpretation of 
Article 3(1) and (2) of the Directive.   
21      On the one hand, the country-of-origin principle 
may have a corrective effect on a substantive law level. 
The substantive law outcome under the law declared to 
be applicable pursuant to the conflict-of-laws rules of 
the State in which the court seised is situated is, in in-
dividual cases, altered in its content, where appropriate, 
and reduced to the less stringent requirements of the 
law of the country of origin. According to this interpre-
tation, the country-of-origin principle does not affect 
the national conflict-of-laws rules of the State in which 
the court seised is situated and applies – in the same 
way as the fundamental freedoms set out in the EC 
Treaty – only in the context of an individual 
cost/benefit comparison at a national law level.   
22      On the other hand, Article 3 of the Directive may 
establish a general principle with regard to conflict-of-
laws rules that leads to the exclusive application of the 

law in force in the country of origin and the ousting of 
the national conflict-of-laws rules.   
23      The Bundesgerichtshof states that if the country-
of-origin principle were to be considered to be an ob-
stacle to the application of law on a substantive level, 
German private international law would be applicable 
and the decision under challenge would then have to be 
set aside and the action ultimately dismissed, since the 
applicant’s claim seeking an injunction under German 
law would have to be refused. By contrast, if the coun-
try-of-origin principle were to be treated as a conflict-
of-laws rule, X’s claim for an injunction would then 
have to be assessed according to Austrian law.  
24      In those circumstances, the Bundesgerichtshof 
decided to stay the proceedings and to refer the follow-
ing questions to the Court for a preliminary ruling:   
‘1.      Is the phrase “the place where the harmful event 
... may occur” in Article 5(3) of [the Regulation] to be 
interpreted as meaning, in the event of (possible) in-
fringements of the right to protection of personality by 
means of content on an internet website,  
that the person concerned may also bring an action for 
an injunction against the operator of the website, irre-
spective of the Member State in which the operator is 
established, in the courts of any Member State in which 
the website may be accessed,  
      or  
does the jurisdiction of the courts of a Member State in 
which the operator of the website is not established 
require that there be a special connection between the 
contested content or the website and the State of the 
court seised (domestic connecting factor) going beyond 
technically possible accessibility?  
2.      If such a special domestic connecting factor is 
necessary:  
      What are the criteria which determine that connec-
tion?  
Does it depend on whether the intention of the operator 
is that the contested website is specifically (also) tar-
geted at the internet users in the State of the court 
seised or is it sufficient for the information which may 
be accessed on the website to have an objective con-
nection to the State of the court seised, in the sense that 
in the circumstances of the individual case, in particu-
lar on the basis of the content of the website to which 
the applicant objects, a collision of conflicting interests 
– the applicant’s interest in respect for his right to pro-
tection of personality and the operator’s interest in the 
design of his website and in news reporting – may ac-
tually have occurred or may occur in the State of the 
court seised?  
Does the determination of the special domestic con-
necting factor depend upon the number of times the 
website to which the applicant objects has been ac-
cessed from the State of the court seised?  
3.      If no special domestic connecting factor is re-
quired in order to make a positive finding on jurisdic-
tion, or if it is sufficient for the presumption of such a 
special domestic connecting factor that the information 
to which the applicant objects has an objective connec-
tion to the State of the court seised, in the sense that in 
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the circumstances of the individual case, in particular 
on the basis of the content of the website to which the 
applicant objects, a collision of conflicting interests 
may actually have occurred or may occur in the State 
of the court seised and the existence of a special do-
mestic connecting factor may be presumed without re-
quiring a finding as to a minimum number of times the 
website to which the applicant objects has been ac-
cessed from the State of the court seised:  
Must Article 3(1) and (2) of [the Directive] be inter-
preted as meaning:   
that those provisions should be attributed with a con-
flict-of-laws character in the sense that for the field of 
private law they also require the exclusive application 
of the law applicable in the country of origin, to the 
exclusion of national conflict-of-laws rules,  
      or  
do those provisions operate as a corrective at a sub-
stantive law level, by means of which the substantive 
law outcome under the law declared to be applicable 
pursuant to the national conflict-of-laws rules is al-
tered and reduced to the requirements of the country of 
origin?  
In the event that Article 3(1) and (2) of [the Directive] 
has a conflict-of-laws character:  
Do those provisions merely require the exclusive appli-
cation of the substantive law applicable in the country 
of origin or also the application of the conflict-of-laws 
rules applicable there, with the consequence that a 
renvoi under the law of the country of origin to the law 
of the target State remains possible?’  
 Case C‑161/10   
25      Before the Tribunal de grande instance de Paris 
(Paris Regional Court), the French actor Olivier Mar-
tinez and his father, Robert Martinez, complain of in-
terference with their private lives and infringement of 
the right of Olivier Martinez to his image by reason of 
the posting, on the website accessible at the internet 
address ‘www.sundaymirror.co.uk’, of a text in Eng-
lish, dated 3 February 2008, entitled ‘Kylie Minogue is 
back with Olivier Martinez’, with details of their meet-
ing.   
26      On the basis of Article 9 of the French Civil 
Code, which provides that ‘everyone has the right to 
respect for his private life’, the present action has been 
brought against MGN, a company governed by English 
law, which publishes the website of the British news-
paper the Sunday Mirror. That company raises the ob-
jection that the Tribunal de grande instance de Paris 
lacks jurisdiction as there is no sufficient connecting 
link between the act of placing the text and images at 
issue online and the alleged damage in French territory, 
whereas the applicants, by contrast, take the view that 
such a connecting link is unnecessary and that, in any 
event, there is such a link.   
27      The national court states that, where the internet 
is the medium for a harmful event, that harmful event 
can be deemed to have occurred in the territory of a 
Member State only if there is a sufficient, substantial or 
significant link connecting it with that territory.   

28      The national court takes the view that the answer 
to the question whether a court of a Member State has 
jurisdiction to deal with an action alleging infringement 
of personality rights committed via the internet, from a 
website published by a person domiciled in another 
Member State and essentially intended for the public in 
that other Member State, does not follow clearly from 
the terms of Articles 2 and 5(3) of the Regulation.   
29      In those circumstances, the Tribunal de grande 
instance de Paris decided to stay the proceedings and to 
refer the following questions to the Court for a prelimi-
nary ruling:  
‘Must Articles 2 and 5(3) of [the Regulation] be inter-
preted to mean that a court or tribunal of a Member 
State has jurisdiction to hear an action brought in re-
spect of an infringement of personality rights allegedly 
committed by the placing online of information and/or 
photographs on an internet site published in another 
Member State by a company domiciled in that second 
State – or in a third Member State, but in any event a 
State other than the first Member State:  
–        on the sole condition that the internet site can be 
accessed from the first Member State,  
–        on the sole condition that there is, between the 
harmful act and the territory of the first Member State, 
a link which is sufficient, substantial or significant and, 
in that case, whether that link can be created by:  
–        the number of hits on the page at issue made 
from the first Member State, as an absolute figure or as 
a proportion of all hits on that page,  
–        the residence, or nationality, of the person who 
complains of the infringement of his or her personal 
rights or, more generally, of the persons concerned,  
–        the language in which the information at issue is 
broadcast or any other factor which may demonstrate 
the site publisher’s intention to address specifically the 
public of the first Member State,  
–        the place where the events described occurred 
and/or where the photographic images put on line were 
taken,  
–        other criteria?’  
30      By order of 29 October 2010, the President of the 
Court of Justice, in accordance with Article 43 of the 
Rules of Procedure of the Court, decided to join Cases 
C‑509/09 and C‑161/10 for the purposes of the oral 
hearing and the judgment.  
 Admissibility   
31      The Italian Government expresses the view that 
the questions submitted in Case C‑509/09 should be 
declared inadmissible for lack of relevance to the dis-
pute in the main proceedings. An injunction, it argues, 
is an emergency judicial instrument and therefore pre-
supposes current harmful behaviour. It is, however, 
evident from the presentation of the facts in this case 
that the behaviour regarded as harmful was no longer 
current at the time when the application for an injunc-
tion was made, given that the operator of the website 
had already removed the information in dispute prior to 
the commencement of proceedings.  
32      It should be recalled in this regard that, according 
to settled case-law, in proceedings under Article 267 
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TFEU, it is solely for the national court before which 
the dispute has been brought, and which must assume 
responsibility for the subsequent judicial decision, to 
determine, in the light of the particular circumstances 
of the case, both the need for a preliminary ruling in 
order to enable it to deliver judgment and the relevance 
of the questions which it submits to the Court. Conse-
quently, where the questions referred concern the inter-
pretation of European Union law, the Court of Justice 
is, in principle, bound to give a ruling (see Case 
C‑52/09 TeliaSonera Sverige [2011] ECR I‑0000, par-
agraph 15 and the case-law cited).   
33      The Court may refuse to rule on a question re-
ferred for a preliminary ruling from a national court 
only where it is quite obvious that the interpretation of 
European Union law that is sought bears no relation to 
the actual facts of the main action or its purpose, inter 
alia where the problem is hypothetical (see TeliaSonera 
Sverige, paragraph 16).   
34      It does not, however, appear that, in the case in 
the main proceedings, the application for an injunction 
became devoid of purpose by reason of the fact that the 
website operator had already removed the information 
in dispute before proceedings were commenced. In-
deed, as is set out at paragraph 18 of this judgment, the 
injunction application was successful in the two lower 
courts.   
35      In any event, the Court has already noted that, in 
the light of its wording, Article 5(3) of the Regulation 
does not require the current existence of damage (see, 
to that effect, Case C‑167/00 Henkel [2002] ECR 
I‑8111, paragraphs 48 and 49). It follows that an action 
seeking to prevent a repetition of behaviour regarded as 
wrongful comes within the scope of that provision.   
36      In those circumstances, the reference for a pre-
liminary ruling must be held to be admissible.   
 Consideration of the questions referred   
 Interpretation of Article 5(3) of the Regulation   
37      By the first two questions in Case C‑509/09 and 
the single question in Case C‑161/10, which it is ap-
propriate to examine together, the national courts ask 
the Court, in essence, how the expression ‘the place 
where the harmful event occurred or may occur’, used 
in Article 5(3) of the Regulation, is to be interpreted in 
the case of an alleged infringement of personality rights 
by means of content placed online on an internet web-
site.   
38      In order to answer those questions, it should be 
borne in mind, first, that, according to settled case-law, 
the provisions of the Regulation must be interpreted 
independently, by reference to its scheme and purpose 
(see, inter alia, Case C‑189/08 Zuid‑Chemie [2009] 
ECR I‑6917, paragraph 17 and the case-law cited).  
39      Second, in so far as the Regulation now replaces, 
in the relations between Member States, the Conven-
tion of 27 September 1968 on Jurisdiction and the En-
forcement of Judgments in Civil and Commercial Mat-
ters (OJ 1978 L 304, p. 36), as amended by the succes-
sive conventions relating to the accession of new 
Member States to that convention (‘the Brussels Con-

vention’), the interpretation provided by the Court in 
respect of the provisions of the Brussels Convention is 
also valid for those of the Regulation whenever the 
provisions of those Community instruments may be 
regarded as equivalent (Zuid‑Chemie, paragraph 18).  
40      It is settled case-law that the rule of special juris-
diction laid down, by way of derogation from the prin-
ciple of jurisdiction of the courts of the place of domi-
cile of the defendant, in Article 5(3) of the Regulation 
is based on the existence of a particularly close con-
necting factor between the dispute and the courts of the 
place where the harmful event occurred, which justifies 
the attribution of jurisdiction to those courts for reasons 
relating to the sound administration of justice and the 
efficacious conduct of proceedings (Zuid‑Chemie, par-
agraph 24 and the case-law cited).   
41      It must also be borne in mind that the expression 
‘place where the harmful event occurred’ is intended to 
cover both the place where the damage occurred and 
the place of the event giving rise to it. Those two places 
could constitute a significant connecting factor from 
the point of view of jurisdiction, since each of them 
could, depending on the circumstances, be particularly 
helpful in relation to the evidence and the conduct of 
the proceedings (see Case C‑68/93 Shevill and Oth-
ers [1995] ECR I‑415, paragraphs 20 and 21).   
42      In relation to the application of those two con-
necting criteria to actions seeking reparation for non-
material damage allegedly caused by a defamatory pub-
lication, the Court has held that, in the case of defama-
tion by means of a newspaper article distributed in sev-
eral Contracting States, the victim may bring an action 
for damages against the publisher either before the 
courts of the Contracting State of the place where the 
publisher of the defamatory publication is established, 
which have jurisdiction to award damages for all of the 
harm caused by the defamation, or before the courts of 
each Contracting State in which the publication was 
distributed and where the victim claims to have suf-
fered injury to his reputation, which have jurisdiction to 
rule solely in respect of the harm caused in the State of 
the court seised (Shevill and Others, paragraph 33).  
43      In that regard, the Court has also stated that, 
while it is true that the limitation of the jurisdiction of 
the courts in the State of distribution solely to damage 
caused in that State presents disadvantages, the plaintiff 
always has the option of bringing his entire claim be-
fore the courts either of the defendant’s domicile or of 
the place where the publisher of the defamatory publi-
cation is established (Shevill and Others, paragraph 
32).   
44      Those considerations may, as was noted by the 
Advocate General at point 39 of his Opinion, also be 
applied to other media and means of communication 
and may cover a wide range of infringements of per-
sonality rights recognised in various legal systems, 
such as those alleged by the applicants in the main pro-
ceedings.   
45      However, as has been submitted both by the re-
ferring courts and by the majority of the parties and 
interested parties which have submitted observations to 
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the Court, the placing online of content on a website is 
to be distinguished from the regional distribution of 
media such as printed matter in that it is intended, in 
principle, to ensure the ubiquity of that content. That 
content may be consulted instantly by an unlimited 
number of internet users throughout the world, irre-
spective of any intention on the part of the person who 
placed it in regard to its consultation beyond that per-
son’s Member State of establishment and outside of 
that person’s control.   
46      It thus appears that the internet reduces the use-
fulness of the criterion relating to distribution, in so far 
as the scope of the distribution of content placed online 
is in principle universal. Moreover, it is not always 
possible, on a technical level, to quantify that distribu-
tion with certainty and accuracy in relation to a particu-
lar Member State or, therefore, to assess the damage 
caused exclusively within that Member State.   
47      The difficulties in giving effect, within the con-
text of the internet, to the criterion relating to the occur-
rence of damage which is derived from Shevill and 
Others contrasts, as the Advocate General noted at 
point 56 of his Opinion, with the serious nature of the 
harm which may be suffered by the holder of a person-
ality right who establishes that information injurious to 
that right is available on a world-wide basis.   
48      The connecting criteria referred to in paragraph 
42 of the present judgment must therefore be adapted in 
such a way that a person who has suffered an infringe-
ment of a personality right by means of the internet 
may bring an action in one forum in respect of all of the 
damage caused, depending on the place in which the 
damage caused in the European Union by that in-
fringement occurred. Given that the impact which ma-
terial placed online is liable to have on an individual’s 
personality rights might best be assessed by the court of 
the place where the alleged victim has his centre of 
interests, the attribution of jurisdiction to that court cor-
responds to the objective of the sound administration of 
justice, referred to in paragraph 40 above.   
49      The place where a person has the centre of his 
interests corresponds in general to his habitual resi-
dence. However, a person may also have the centre of 
his interests in a Member State in which he does not 
habitually reside, in so far as other factors, such as the 
pursuit of a professional activity, may establish the ex-
istence of a particularly close link with that State.   
50      The jurisdiction of the court of the place where 
the alleged victim has the centre of his interests is in 
accordance with the aim of predictability of the rules 
governing jurisdiction (see Case C‑144/10 BVG [2011] 
ECR I‑0000, paragraph 33) also with regard to the de-
fendant, given that the publisher of harmful content is, 
at the time at which that content is placed online, in a 
position to know the centres of interests of the persons 
who are the subject of that content. The view must 
therefore be taken that the centre-of-interests criterion 
allows both the applicant easily to identify the court in 
which he may sue and the defendant reasonably to 
foresee before which court he may be sued (see Case 

C‑533/07 Falco Privatstiftung and Rabitsch [2009] 
ECR I‑3327, paragraph 22 and the case-law cited).   
51      Moreover, instead of an action for liability in 
respect of all of the damage, the criterion of the place 
where the damage occurred, derived from Shevill and 
Others, confers jurisdiction on courts in each Member 
State in the territory of which content placed online is 
or has been accessible. Those courts have jurisdiction 
only in respect of the damage caused in the territory of 
the Member State of the court seised.   
52      Consequently, the answer to the first two ques-
tions in Case C‑509/09 and the single question in Case 
C‑161/10 is that Article 5(3) of the Regulation must be 
interpreted as meaning that, in the event of an alleged 
infringement of personality rights by means of content 
placed online on an internet website, the person who 
considers that his rights have been infringed has the 
option of bringing an action for liability, in respect of 
all the damage caused, either before the courts of the 
Member State in which the publisher of that content is 
established or before the courts of the Member State in 
which the centre of his interests is based. That person 
may also, instead of an action for liability in respect of 
all the damage caused, bring his action before the 
courts of each Member State in the territory of which 
content placed online is or has been accessible. Those 
courts have jurisdiction only in respect of the damage 
caused in the territory of the Member State of the court 
seised.  
 Interpretation of Article 3 of the Directive   
53      By its third question in Case C‑509/09, the Bun-
desgerichtshof asks whether the provisions of Article 
3(1) and (2) of the Directive have the character of a 
conflict-of-laws rule in the sense that, for the field of 
private law, they also require the exclusive application, 
for information society services, of the law in force in 
the country of origin, to the exclusion of national con-
flict-of-laws rules, or whether they operate as a correc-
tive to the law declared to be applicable pursuant to the 
national conflict-of-laws rules in order to adjust it in 
accordance with the requirements of the country of 
origin.   
54      Those provisions must be analysed by taking 
account not only of their wording, but also of the con-
text in which they occur and the objectives pursued by 
the rules of which they are part (see Case C‑156/98 
Germany v Commission [2000] ECR I‑6857, para-
graph 50, Case C‑306/05 SGAE [2006] ECR 
I‑11519, paragraph 34, and Case C‑162/09 Lassal 
[2010] ECR I‑0000, paragraph 49).   
55      In that sense, the enacting terms of a European 
Union act are indissociably linked to the reasons given 
for it, so that, when it has to be interpreted, account 
must be taken of the reasons which led to its adoption 
(Case C‑298/00 P Italy v Commission [2004] ECR 
I‑4087, paragraph 97 and the case-law cited, and Las-
sal, paragraph 50).   
56      The Directive, which was adopted on the basis of 
Articles 47(2) EC, 55 EC and 95 EC, has the objective, 
as set out in Article 1(1) thereof, of contributing to the 
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proper functioning of the internal market by ensuring 
the free movement of information society services be-
tween the Member States. Recital 5 in the preamble 
lists, as legal obstacles to the proper functioning of the 
internal market in that field, divergences in legislation 
and legal uncertainty as regards which national rules 
apply to such services.   
57      For the majority of the aspects of electronic 
commerce, however, the Directive is not intended to 
achieve harmonisation of substantive rules, but defines 
a ‘coordinated field’ in the context of which the mech-
anism in Article 3 must allow, according to recital 22 in 
the preamble to the Directive, information society ser-
vices to be, in principle, subject to the law of the Mem-
ber State in which the service provider is established.   
58      In that regard, it must be noted, firstly, that the 
law of the Member State in which the service provider 
is established includes the private law field, which is 
apparent from, inter alia, recital 25 in the preamble to 
the Directive and from the fact that the annex thereto 
sets out the private-law rights and obligations to which 
the Article 3 mechanism does not apply. Secondly, the 
application thereof to the liability of service providers 
is expressly provided for by the second indent of Arti-
cle 2(h)(i) of the Directive.   
59      A reading of Article 3(1) and (2) of the Directive 
in the light of the abovementioned provisions and ob-
jectives shows that the mechanism provided for by the 
Directive prescribes, also in private law, respect for the 
substantive law requirements in force in the country in 
which the service provider is established. In the ab-
sence of binding harmonisation provisions adopted at 
European Union level, only the acknowledgement of 
the binding nature of the national law to which the leg-
islature has decided to make the service providers and 
their services subject can guarantee the full effect of the 
free provision of those services. Article 3(4) of the Di-
rective confirms such a reading in that it sets out the 
conditions under which Member States may derogate 
from Article 3(2), which must be regarded as being 
exhaustive.   
60      The interpretation of Article 3 of the Directive 
must, however, also take account of Article 1(4) there-
of, according to which the Directive does not establish 
additional rules on private international law relating to 
conflicts of laws.   
61      In that regard, it must be noted, firstly, that an 
interpretation of the internal market rule enshrined in 
Article 3(1) of the Directive as meaning that it leads to 
the application of the substantive law in force in the 
Member State of establishment does not determine its 
classification as a rule of private international law. That 
paragraph principally imposes on Member States the 
obligation to ensure that the information society ser-
vices provided by a service provider established on 
their territory comply with the national provisions ap-
plicable in the Member States in question which fall 
within the coordinated field. The imposition of such an 
obligation is not in the nature of a conflict-of-laws rule 
designed to resolve a specific conflict between several 
laws which may be applicable.   

62      Secondly, Article 3(2) of the Directive prohibits 
Member States from restricting, for reasons falling 
within the coordinated field, the freedom to provide 
information society services from another Member 
State. By contrast, it is apparent from Article 1(4) of 
the Directive, read in the light of recital 23 in the pre-
amble thereto, that host Member States are in principle 
free to designate, pursuant to their private international 
law, the substantive rules which are applicable so long 
as this does not result in a restriction of the freedom to 
provide electronic commerce services.   
63      It follows that Article 3(2) of the Directive does 
not require transposition in the form of a specific con-
flict-of-laws rule.   
64      The provisions of Article 3(1) and (2) of the Di-
rective must, however, be interpreted in such a way as 
to guarantee that the coordinated approach chosen by 
the European Union legislature will effectively allow 
the free movement of information society services be-
tween the Member States.   
65      In this regard, it must be recalled that the Court 
has already ruled that it must be possible to apply man-
datory provisions of a directive that are necessary to 
achieve the objectives of the internal market notwith-
standing a choice of different law (see, to that effect, 
Case C‑381/98 Ingmar [2000] ECR I‑9305, para-
graph 25, and Case C‑465/04 Honyvem Informazioni 
Commerciali [2006] ECR I‑2879, paragraph 23).   
66      In relation to the mechanism provided for by Ar-
ticle 3 of the Directive, it must be held that the fact of 
making electronic commerce services subject to the 
legal system of the Member State in which their pro-
viders are established pursuant to Article 3(1) does not 
allow the free movement of services to be fully guaran-
teed if the service providers must ultimately comply, in 
the host Member State, with stricter requirements than 
those applicable to them in the Member State in which 
they are established.   
67      It follows that Article 3 of the Directive pre-
cludes, subject to derogations authorised in accordance 
with the conditions set out in Article 3(4), a provider of 
an electronic commerce service from being made sub-
ject to stricter requirements than those provided for by 
the substantive law in force in the Member State in 
which that service provider is established.   
68      In light of the foregoing, the answer to the third 
question in Case C‑509/09 is that Article 3 of the Di-
rective must be interpreted as not requiring transposi-
tion in the form of a specific conflict-of-laws rule. 
Nevertheless, in relation to the coordinated field, 
Member States must ensure that, subject to the deroga-
tions authorised in accordance with the conditions set 
out in Article 3(4) of the Directive, the provider of an 
electronic commerce service is not made subject to 
stricter requirements than those provided for by the 
substantive law applicable in the Member State in 
which that service provider is established.   
 Costs   
69      Since these proceedings are, for the parties to the 
main proceedings, a step in the actions pending before 
the national courts, the decisions on costs are a matter 
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for those courts. Costs incurred in submitting observa-
tions to the Court, other than the costs of those parties, 
are not recoverable.  
On those grounds, the Court (Grand Chamber) hereby 
rules:  
1.      Article 5(3) of Council Regulation (EC) No 
44/2001 of 22 December 2000 on jurisdiction and the 
recognition and enforcement of judgments in civil and 
commercial matters must be interpreted as meaning 
that, in the event of an alleged infringement of person-
ality rights by means of content placed online on an 
internet website, the person who considers that his 
rights have been infringed has the option of bringing an 
action for liability, in respect of all the damage caused, 
either before the courts of the Member State in which 
the publisher of that content is established or before the 
courts of the Member State in which the centre of his 
interests is based. That person may also, instead of an 
action for liability in respect of all the damage caused, 
bring his action before the courts of each Member State 
in the territory of which content placed online is or has 
been accessible. Those courts have jurisdiction only in 
respect of the damage caused in the territory of the 
Member State of the court seised.   
2.      Article 3 of Directive 2000/31/EC of the Europe-
an Parliament and of the Council of 8 June 2000 on 
certain legal aspects of information society services, in 
particular electronic commerce, in the Internal Market 
(‘Directive on electronic commerce’), must be inter-
preted as not requiring transposition in the form of a 
specific conflict-of-laws rule. Nevertheless, in relation 
to the coordinated field, Member States must ensure 
that, subject to the derogations authorised in accord-
ance with the conditions set out in Article 3(4) of Di-
rective 2000/31, the provider of an electronic com-
merce service is not made subject to stricter require-
ments than those provided for by the substantive law 
applicable in the Member State in which that service 
provider is established.   
[Signatures] 
Languages of the cases: German and French. 
 
 
OPINION OF ADVOCATE GENERAL CRUZ 
VILLALÓN  
delivered on 29 March 2011 (1)  
Cases C‑509/09 and C‑161/10   
eDate Advertising GmbH   
v   
X (C‑509/09)   
and   
Olivier Martinez and   
Robert Martinez   
v   
Société MGN Limited (C‑161/10)      
(References for a preliminary ruling from the Bun-
desgerichtshof, Germany, and the Tribunal de grande 
instance de Paris, France)  
(Jurisdiction in civil and commercial matters – Regula-
tion (EC) No 44/2001 – Jurisdiction for ‘matters relat-
ing to tort, delict or quasi-delict’ – Infringement of per-

sonality rights allegedly committed by means of the 
publication of information on the internet – Article 5(3) 
– Definition of ‘the place where the harmful event oc-
curred or may occur’ – Force of the judgment of the 
Court of Justice in Shevill – Directive 2000/31/EC – 
Article 3(1) and (2) – Determination of the existence of 
a conflict-of-laws rule in relation to personality rights)          
1.        The present joined cases, which have been re-
ferred by the Bundesgerichtshof and the Tribunal de 
grande instance de Paris, raise above all a number of 
questions on the interpretation of Article 5(3) of Regu-
lation (EC) No 44/2001 on jurisdiction and the recogni-
tion and enforcement of judgments in civil and com-
mercial matters. (2)  
2.        In particular, the referring courts ask the Court 
of Justice about the scope of the jurisdiction of national 
courts to hear disputes concerning infringements of 
personality rights committed via an internet site. It is 
common knowledge that the Court previously ruled on 
the application of Article 5(3) of Regulation No 
44/2001 (a provision which, at the time, was included 
in the Brussels Convention of 27 September 1968) to 
cases of libel (3) by a newspaper article in the Shevill 
judgment, which was given in 1995. (4) The present 
two references for a preliminary ruling will allow the 
Court to determine the ability of that decision to adapt 
to a world subject to great changes, where the print 
media has yielded ground, at an increasing rate and 
irreversibly, to electronic media outlets published by 
means of the internet.  
3.        That draws attention to a matter which has un-
doubtedly always underlain the whole issue of in-
fringements of personality rights committed in the 
course of a social communication activity, however that 
activity takes place. The legal protection of those rights 
cannot disregard the fact that they must be asserted in 
an environment which has become tense as a result of 
the freedoms of communication, (5) with which they 
must enter into a balancing exercise. It is necessary to 
be aware of the complexity of this situation in order to 
be able to give proper consideration to the central issue 
of the present joined cases, which is the determination 
of international jurisdiction in disputes arising from 
infringements of personality rights which have taken 
place in the sphere of ‘the Net’.  
4.        Finally, the Bundesgerichtshof also asks whether 
European Union law, specifically Article 3 of Directive 
2000/31/EC on electronic commerce on the internet, (6) 
is in the nature of a conflict-of-laws rule which deter-
mines the law applicable to non-contractual liability 
arising from acts contrary to personality rights occur-
ring by means of a website.  
I –  European Union legal framework   
5.        Regulation No 44/2001 lays down a raft of rules 
on jurisdiction and the recognition of judgments, in 
order to unify the criteria for determination of the fo-
rum in civil and commercial matters. The aims of the 
regulation are set out in its recitals, of which, for the 
purposes of these proceedings, it is appropriate to draw 
attention to the following:   
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‘(11) The rules of jurisdiction must be highly predicta-
ble and founded on the principle that jurisdiction is 
generally based on the defendant’s domicile and juris-
diction must always be available on this ground save in 
a few well‑defined situations in which the sub-
ject‑matter of the litigation or the autonomy of the par-
ties warrants a different linking factor. The domicile of 
a legal person must be defined autonomously so as to 
make the common rules more transparent and avoid 
conflicts of jurisdiction.  
(12) In addition to the defendant’s domicile, there 
should be alternative grounds of jurisdiction based on a 
close link between the court and the action or in order 
to facilitate the sound administration of justice.’  
6.        Article 2 of the regulation’s provisions on juris-
diction provides, as a general rule, for the forum of the 
defendant’s domicile:  
‘Article 2  
1. Subject to this Regulation, persons domiciled in a 
Member State shall, whatever their nationality, be sued 
in the courts of that Member State.’  
7.        Article 3 of the regulation provides for an excep-
tion to the general forum where the conditions for the 
application of special jurisdiction, set out in Sections 2 
to 7 of Chapter II, are satisfied. It is appropriate, for the 
present purposes, to refer to the rule on special jurisdic-
tion set out in Article 5(3):  
‘Article 5  
A person domiciled in a Member State may, in another 
Member State, be sued:  
(3) in matters relating to tort, delict or quasi-delict, in 
the courts for the place where the harmful event oc-
curred or may occur;’  
8.        Directive 2000/31 on certain legal aspects of 
information society services, in particular electronic 
commerce, in the Internal Market, states in Article 1(4): 
‘This Directive does not establish additional rules on 
private international law nor does it deal with the juris-
diction of Courts.’  
9.        Article 3(1) and (2) of Directive 2000/31 lays 
down a rule on mutual recognition which is worded as 
follows:  
‘Article 3  
Internal market  
1. Each Member State shall ensure that the information 
society services provided by a service provider estab-
lished on its territory comply with the national provi-
sions applicable in the Member State in question which 
fall within the coordinated field.  
2. Member States may not, for reasons falling within 
the coordinated field, restrict the freedom to provide 
information society services from another Member 
State.’  
II –  Facts   
A –    In the eDate case (C‑509/09)   
10.      In 1993, Mr X, of German nationality and resi-
dent in the Federal Republic of Germany, was sen-
tenced by a German court to life imprisonment for the 
murder of a well-known German actor. Mr X has been 
free on parole since January 2008.  

11.      eDate Advertising GmbH (‘eDate’) is an Austri-
an company which operates an internet portal, and its 
website is described as a ‘liberal and politically inde-
pendent medium’ aimed at ‘homosexual, bisexual and 
transgender’ groups. Since 23 August 1999, eDate has 
disseminated to its readers information about Mr X, 
identifying him by his full name and stating that both 
he and his brother (who was convicted of the same 
crime) had lodged appeals against their convictions 
with the German Constitutional Court.   
12.      On 5 June 2007, Mr X gave the defendant for-
mal notice to desist from all dissemination of infor-
mation about him, a request which did not receive a 
written reply although, several days later, on 18 June, 
the information in question was removed from the de-
fendant’s internet site.   
13.      Mr X brought an action before the German 
courts seeking an injunction against eDate, to apply 
throughout the territory of the Federal Republic of 
Germany, ordering it to refrain from publishing any 
information about him. The Landgericht Hamburg, 
which was seised of the case at first instance, ruled in 
favour of the applicant, as did the Hanseatisches Ober-
landesgericht on appeal.   
14.      eDate contested the action in both of the lower 
courts by calling into question the international juris-
diction of the German civil courts. eDate lodged an 
appeal on a point of law with the Bundesgerichtshof 
against the judgment of the Hanseatisches Oberland-
esgericht, arguing once again that the German courts 
lacked jurisdiction, the issue which is the focus of the 
three questions referred for a preliminary ruling by that 
court.  
B –    In the Martinez and Martinez case (C‑161/10)   
15.      On 3 February 2008, the British newspaper the 
Sunday Mirror published in its internet edition a num-
ber of photographs accompanied by a text, entitled 
‘Kylie Minogue back with Olivier Martinez’. The arti-
cle described how the couple had met in Paris, referring 
to the fact that they had ‘separated last year’ and that 
the ‘23-hour romantic trip’ confirmed the renewal of 
their relationship. The article also attributed a number 
of remarks to Robert Martinez, Olivier Martinez’s fa-
ther.   
16.      Olivier and Robert Martinez, both of French 
nationality, brought an action before the Tribunal de 
grande instance de Paris against the owner of the Sun-
day Mirror, MGN Limited, a company governed by 
English law. They both considered the information 
published by that media outlet to be an infringement of 
their right to privacy and of the right of Olivier Mar-
tinez to his own image. The defendant, which was 
served with the writ on 28 August 2008, objected to the 
international jurisdiction of the French court, arguing 
that international jurisdiction lay with the United King-
dom courts, more specifically the High Court of Jus-
tice.   
17.      After hearing the parties and after making a ref-
erence for a preliminary ruling to the Court of Justice 
(which was ruled inadmissible on the grounds of a 
manifest lack of jurisdiction), the Tribunal de grande 
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instance sought a further ruling from the Court in order 
to confirm the scope of the jurisdiction of the French 
courts.   
III –  The first and second questions in eDate 
(C‑509/09) and the single question in Martinez and 
Martínez (C‑161/10)   
18.      On 9 December 2009, the reference for a prelim-
inary ruling from the Bundesgerichtshof in Case 
C‑509/09 was received at the Registry of the Court; the 
questions referred are the following:  
‘1.      Is the phrase “the place where the harmful event 
... may occur” in Article 5(3) of Council Regulation 
(EC) No 44/2001 of 22 December 2000 on jurisdiction 
and the recognition and enforcement of judgments in 
civil and commercial matters (“Regulation No 
44/2001”) to be interpreted as meaning, in the event of 
(possible) infringements of the right to protection of 
personality by means of content on an internet website,   
that the person concerned may also bring an action for 
an injunction against the operator of the website, irre-
spective of the Member State in which the operator is 
established, in the courts of any Member State in which 
the website may be accessed,   
or   
does the jurisdiction of the courts of a Member State in 
which the operator of the website is not established 
require that there be a special connection between the 
contested content or the website and the State of the 
court seised (domestic connecting factor) going beyond 
technically possible accessibility?  
2.      If such a special domestic connecting factor is 
necessary:   
What are the criteria which determine that connection?  
Does it depend on whether the intention of the operator 
is that the contested website is specifically (also) tar-
geted at the internet users in the State of the court 
seised or is it sufficient for the information which may 
be accessed on the website to have an objective con-
nection to the State of the court seised, in the sense that 
in the circumstances of the individual case, in particular 
on the basis of the content of the website to which the 
applicant objects, a collision of conflicting interests – 
the applicant’s interest in respect for his right to protec-
tion of personality and the operator’s interest in the 
design of his website and in news reporting – may ac-
tually have occurred or may occur in the State of the 
court seised?   
Does the determination of the special domestic con-
necting factor depend upon the number of times the 
website to which the applicant objects has been ac-
cessed from the State of the court seised?  
3.      If no special domestic connecting factor is re-
quired in order to make a positive finding on jurisdic-
tion, or if it is sufficient for the presumption of such a 
special domestic connecting factor that the information 
to which the applicant objects has an objective connec-
tion to the State of the court seised, in the sense that in 
the circumstances of the individual case, in particular 
on the basis of the content of the website to which the 
applicant objects, a collision of conflicting interests 
may actually have occurred or may occur in the State of 

the court seised and the existence of a special domestic 
connecting factor may be presumed without requiring a 
finding as to a minimum number of times the website 
to which the applicant objects has been accessed from 
the State of the court seised:   
Must Article 3(1) and (2) of Directive 2000/31/EC of 
the European Parliament and of the Council of 8 June 
2000 on certain legal aspects of information society 
services, in particular electronic commerce, in the In-
ternal Market (“Directive on electronic commerce”) be 
interpreted as meaning:  
that those provisions should be attributed with a con-
flict-of-laws character in the sense that for the field of 
private law they also require the exclusive application 
of the law applicable in the country of origin, to the 
exclusion of national conflict-of-laws rules,   
or   
do those provisions operate as a corrective at a substan-
tive law level, by means of which the substantive law 
outcome under the law declared to be applicable pursu-
ant to the national conflict-of-laws rules is altered and 
reduced to the requirements of the country of origin?   
In the event that Article 3(1) and (2) of the Directive on 
electronic commerce have a conflict-of-laws character:  
Do those provisions merely require the exclusive appli-
cation of the substantive law applicable in the country 
of origin or also the application of the conflict-of-laws 
rules applicable there, with the consequence that a ren-
voi under the law of the country of origin to the law of 
the target State remains possible?’  
19.      On 6 April 2010, the reference for a preliminary 
ruling from the Tribunal de grande instance de Paris 
was received at the Registry of the Court; the question 
referred is worded as follows:   
‘Must Articles 2 and 5(3) of Council Regulation (EC) 
No 44/2001 of 22 December 2000 on jurisdiction and 
the recognition and enforcement of judgments in civil 
and commercial matters be interpreted to mean that a 
court or tribunal of a Member State has jurisdiction to 
hear an action brought in respect of an infringement of 
personality rights allegedly committed by the placing 
online of information and/or photographs on an internet 
site published in another Member State by a company 
domiciled in that second State – or in a third Member 
State, but in any event a State other than the first Mem-
ber State:  
–      on the sole condition that the internet site can be 
accessed from the first Member State,  
–      on the sole condition that there is, between the 
harmful act and the territory of the first Member State, 
a link which is sufficient, substantial or significant and, 
in that case, whether that link can be created by:  
–      the number of hits on the page at issue made from 
the first Member State, as an absolute figure or as a 
proportion of all hits on that page,  
–      the residence, or nationality, of the person who 
complains of the infringement of his or her personality 
rights or, more generally, of the persons concerned,  
–      the language in which the information at issue is 
broadcast or any other factor which may demonstrate 
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the site publisher’s intention to address specifically the 
public of the first Member State,  
–      the place where the events described occurred 
and/or where the photographic-images put on line were 
taken,  
–      other criteria?’  
20.      In eDate (C‑509/09), written observations were 
lodged by the representatives of eDate Advertising and 
Mr X, the Danish, German, Greek, Italian, Luxemburg, 
Austrian and United Kingdom governments and the 
Commission.   
21.      In Martinez and Martinez (C‑161/10), written 
observations were lodged by MGN Limited, the Dan-
ish, French and Austrian governments and the Com-
mission.   
22.      By order of 29 October 2010, the President of 
the Court ordered that Cases C‑509/09 and C‑161/10 
be joined, in accordance with Article 43 of the Rules of 
Procedure.  
23.      On 22 November 2010, Mr X applied to the 
Court for legal aid; that application was refused by or-
der of 10 December 2010.  
24.      The hearing was held on 14 December 2010 and 
oral argument was presented by the representatives of 
MGN Limited and eDate Advertising and the agents for 
the Danish and Greek governments and the Commis-
sion.   
IV –  The admissibility of the reference for a prelim-
inary ruling in eDate (C‑509/09)   
25.      The Italian Republic takes the view that the 
questions referred in eDate should be ruled inadmissi-
ble because eDate withdrew the information at issue 
following the applicant’s request. Thus, in the opinion 
of the Italian Government, the action for an injunction 
brought by Mr X is not connected with the questions of 
interpretation submitted to the Court.   
26.      It is settled case-law that, in exceptional circum-
stances, the Court can examine the conditions in which 
the case was referred to it by the national court. The 
Court may refuse to rule on a question referred for a 
preliminary ruling by a national court only where it is 
quite obvious that the interpretation of Community law 
that is sought bears no relation to the actual facts of the 
main action or its purpose, or where the problem is hy-
pothetical. (7)  
27.      Having regard to the factual and procedural con-
text of the eDate case, I believe that the reference is 
admissible. The fact that the information was with-
drawn does not deprive the applicant of his right to 
bring an action for an injunction prospectively, or an 
action for damages, whether in the course of the present 
proceedings or in subsequent proceedings. The Court 
has repeatedly held that Article 5(3) of Regulation (EC) 
No 44/2001 establishes jurisdiction both where the dis-
pute concerns compensation for damage which has al-
ready occurred or relates to an action, for both compen-
sation and an injunction, seeking to prevent the occur-
rence of damage. (8) That second alternative occurs in 
the main proceedings, the aim of which is to prevent 
future damage and, more specifically in the case of Mr 
X, to prevent the publication of information which had 

already been disseminated for a long period. Accord-
ingly, the reply given by the Court may be of assistance 
to the referring court and is, therefore, admissible in the 
light of the criteria set out in the case-law of the Court.   
V –  The reasons for joinder: the degree of similari-
ty between the questions and the method of dealing 
with the reply   
28.      As I indicated in point 22 of this Opinion, the 
President of the Court decided to join the two instant 
cases because of the objective connection between 
them. Ultimately, both cases raise the question of 
whether or not it is possible to apply the Shevill case-
law relating to Article 5(3) of Regulation (EC) No 
44/2001 to a situation in which the information which 
allegedly infringes personality rights was disseminated 
via the internet.   
29.      It cannot be denied that there are a number of 
not wholly insignificant differences between the two 
cases. First, in eDate the applicant brought an action for 
an injunction, whereas Martinez and Martínez is an 
action for damages. Second, eDate concerns allegedly 
defamatory information, whereas Martínez and Mar-
tinez concerns information which allegedly infringes 
the right to privacy. In eDate, the defendant is a com-
pany which owns an internet news portal, whereas, in 
Martínez and Martinez, the defendant is the publisher 
of a media outlet in the strictest sense of the term, the 
Sunday Mirror, which is available in both printed and 
electronic form.   
30.      Despite their differences, the two cases are 
linked by a common explicit or underlying concern: the 
scope of the Shevill case-law. As I pointed out in point 
27 of this Opinion, Article 5(3) of Regulation (EC) No 
44/2001 and the case-law which interprets it are rele-
vant in cases such as the present ones. Further, in so far 
as the rule in Shevill does not directly place conditions 
on the international jurisdiction of the German and 
French courts, the reply which the Court gives may be 
framed jointly. Accordingly, I will address the issue of 
jurisdiction as a whole and only after that will I exam-
ine the third question referred by the Bundesgerichtshof 
in eDate, which concerns the issue of the applicable 
law.  
VI –  The first and second questions referred in 
eDate (-509/09) and the single question referred in 
Martinez and Martinez (C‑161/09)   
31.      The emergence and development of the internet 
and particularly of the World Wide Web during the 
final decade of the last century caused a profound 
change in the methods and technologies for distributing 
and receiving information. As a result of that phenom-
enon, there are currently many legal categories the con-
ception and scope of which require a reconsideration 
where they affect social and commercial relationships 
occurring on the Net. Further, in the present proceed-
ings, those uncertainties arise in the sphere of interna-
tional jurisdiction, since the replies furnished by the 
Court’s case-law to date may not be adapted to the uni-
versal and free nature of the information disseminated 
on the internet without some qualification, or possibly 
rather more.  
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32.      I shall now briefly recapitulate the subject-
matter of the Shevill case-law and the way it has been 
assessed, and then go on to analyse the specific nature 
of infringements of personality rights occurring on the 
internet, paying special attention to the differences be-
tween the publication of information distributed on 
physical media and information disseminated by media 
outlets on the internet. Finally, I will offer my view on 
the way in which the solution provided in the Shevill 
judgment should be adapted to the circumstances of the 
present cases, by proposing an additional connecting 
factor based on the location of the ‘centre of gravity of 
the dispute’ among the rights and interests at issue.  
A –    The Shevill case-law: analysis and assessment   
33.      In Mines de Potasse d’Alsace, (9) the Court held 
that where the place in which the event which may give 
rise to liability in tort, delict or quasi-delict occurs and 
the place where that event results in damage are not 
identical, the expression ‘place where the harmful event 
occurred’ in what is now Article 5(3) of Regulation No 
44/2001 must be understood as being intended to cover 
both the place where the damage occurred and the 
place of the event giving rise to it.   
34.      The importance of the Mines de Potasse 
d’Alsace judgment cannot be overlooked. To prevent 
the special forum for liability in tort, delict or quasi-
delict in such cases being the same as the general forum 
of the defendant’s domicile, the Court interpreted Arti-
cle 5(3) as meaning that it permits two alternative ju-
risdictions, at the applicant’s choice: one in the place of 
the event giving rise to the damage and the other in the 
place where the damage actually occurred.   
35.      The approach in that judgment, which concerned 
the occurrence of material damage, was extended in 
Shevill to cases of non-material damage. It is well 
known that, in that case, the Court accepted that the 
approach described above was also applicable to cases 
of infringement of personality rights. (10) The Court 
explained on that occasion that, in the case of an ‘inter-
national libel’ through the press (which is exactly what 
occurred in Shevill), ‘the injury caused by a defamatory 
publication to the honour, reputation and good name of 
a natural or legal person occurs in the places where the 
publication is distributed, when the victim is known in 
those places.’ (11) In those circumstances, however, the 
holder of personality rights concerned would be enti-
tled to bring a claim in that jurisdiction only in respect 
of damage suffered in that State.   
36.      In accepting the place where the victim is known 
as a connecting factor, the Court, following the pro-
posal of Advocates General Darmon and Léger, (12) 
held that the courts of the States in which the defamato-
ry publication was distributed and in which the holder 
of personality rights claims to have suffered injury to 
his reputation are competent to assess the damage 
caused in that State to the victim’s reputation. (13) In 
order to prevent the disadvantages which may be creat-
ed by that rule of jurisdiction, the Court went on to 
state that the plaintiff always has the option of bringing 
his entire claim before the courts either of the defend-

ant’s domicile or of the place where the publisher of the 
defamatory publication is established. (14)  
37.      Thus, based on Article 5(3) of Regulation No 
44/2001 and in cases where personality rights are prej-
udiced by the media, the Shevill judgment allowed two 
alternative jurisdictions from which the applicant may 
choose: one, in the State of domicile of the defendant 
or State of establishment of the publisher, where the 
victim may bring a claim in respect of the whole of the 
damage suffered, and the other, in the State in which 
the victim is known, where a claim may be brought 
only in respect of damage caused in that State, a re-
striction which some legal writers call the ‘mosaic 
principle’. (15)  
38.      The Shevill judgment strikes a reasonable bal-
ance, which is generally well received in academic cir-
cles. (16) On the one hand, the solution addresses the 
need to centralise in a single State – that of the publish-
er or the defendant – actions concerning the whole of 
the damage claimed, while, on the other, it enables the 
victim to bring proceedings, albeit subject to re-
strictions, in the place where damage to an intangible 
right, like the right to one’s own image, has occurred. 
Viewed in that way, the Shevill solution prevents the 
special jurisdiction in Article 5(3) of Regulation No 
44/2001 from becoming equivalent to general jurisdic-
tion, which takes precedence over the jurisdiction of 
the defendant’s domicile, but it also avoids the forum 
actoris, a criterion which the regulation openly rejected 
by having as its basis, like its predecessor the Brussels 
Convention, the general jurisdictional rule actor sequi-
tur forum rei. (17)  
39.      As is clear, the Shevill case-law covers in-
fringements of personality rights where there is a ten-
sion between freedom of information and the right to 
privacy or to one’s own image. It has a wide scope and 
is not confined exclusively to the print media, since its 
scope also encompasses other means of communication 
such as information broadcast via television or radio. It 
also covers a wide range of infringements of personali-
ty rights, be they defamation in the sense usually at-
tributed to this type of harm in continental legal sys-
tems, or the defamation typical of common law sys-
tems. (18)  
40.      The aspect which sets the present two joined 
cases apart from the case disposed of in that judgment 
is the information medium. The damage created by the 
infringement of personality rights by means of printed 
publications, television or radio traditionally occurred 
in a markedly national context. There were isolated 
cases of such disputes having international repercus-
sions for national legal systems, largely because of the 
territorial scope which characterised the media. By re-
stricting its activity to a single territory, the natural ten-
dency of a media outlet is to provide information of 
interest to potential users in that geographical area. Ac-
cordingly, the media outlet which commits a breach of 
personality rights and the victim of the breach are, in 
most cases, located in the same territorial area.   
41.      Therefore, in order to determine whether it is 
possible to adapt the Shevill judgment, it is now appro-
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priate to consider, albeit briefly, the changes in com-
munication technologies and methods introduced by the 
internet.   
B –    The internet, the press and the dissemination 
of information   
42.      Without it being necessary to go back to the time 
when the spoken word and, to a lesser extent, the writ-
ten word were the vehicle par excellence for social 
communication, the origin of the freedoms of opinion 
and communication, as we know them, may be traced 
very specifically to the time when it became possible to 
disseminate them in print. Since that time, both written 
communication and, in general, visual communication 
(19) have been distributed in paper form. It is these 
technological innovations which allowed those free-
doms, whose model is readily applicable to sound and 
image broadcasting media, to be claimed and en-
shrined.   
43.      The invention and establishment of the internet, 
and of the World Wide Web, (20) put an end to that 
tendency towards territorial fragmentation of the me-
dia. In fact, it reversed it so that the dissemination of 
information became a global rather than a national phe-
nomenon. (21) Using an intangible, technological me-
dium which allows the mass storage of information and 
its immediate distribution anywhere on the planet, the 
internet provides an unprecedented platform in the 
sphere of social communication techniques. Thus, on 
the one hand, the internet has transformed our spa-
tial/territorial conception of communication by global-
ising social relationships and minimising the im-
portance of the regional or State dimension, to the point 
of creating an intangible and ungraspable space – ‘cy-
berspace’ – which has no frontiers or limits. On the 
other hand, the internet has transformed the temporal 
conception of those relationships because of the imme-
diacy with which their content may be accessed and 
because of their potential for permanency on the Net. 
Once content is circulated on the Net, it is, in principle, 
available via the Net forever.  
44.      As a result of the foregoing, a media outlet 
which decides to publish its content on the internet 
adopts a method of ‘distribution’ which is radically 
different from that required by conventional media. 
Unlike the press, a website does not require a prior 
business decision about the number of copies to dis-
tribute or, much less, to print, because distribution is 
global and instantaneous: it is common knowledge that 
a website may be accessed anywhere in the world 
where there is internet access. Access to the media out-
let is also different, as are the advertising methods 
which surround the product. The Net, as I have just 
explained, enables permanent, universal access, which 
individuals may distribute immediately to one another. 
Even media outlets on the internet which must be paid 
for are different from other forms of media because 
generally the purchase is made on a worldwide basis.   
45.      Further, the internet, unlike traditional media, is 
characterised by a significant lack of political power. 
Its global nature hinders intervention by the public au-
thorities in activities which take place on the Net, lead-

ing to a material deregulation which is criticised in 
many circles. (22) In addition to that material deregula-
tion, there is also a conflict-of-laws fragmentation, a 
dispersed amalgam of national legal systems with their 
respective provisions of private international law which 
often overlap and hinder any approximation of the rules 
which govern a particular dispute.   
46.      The features described above have an unques-
tionable impact on the legal sphere. As has been stated, 
the global and immediate distribution of news content 
on the internet makes a publisher subject to numerous 
local, regional, State and international legal provisions. 
Moreover, the absence of a global regulatory frame-
work for information activities on the internet, together 
with the range of provisions of private international law 
laid down by States, exposes the media to a fragment-
ed, but also potentially contradictory, legal framework, 
since that which is prohibited in one State may, in turn, 
be permitted in another. (23) Accordingly, the need to 
provide the media with legal certainty, by preventing 
situations which discourage the lawful exercise of free-
dom of information (the so-called chilling effect), ac-
quires the character of an objective which the Court 
must also take into consideration. (24)  
47.      Further, the control exerted by a media outlet 
over distribution of and access to its medium becomes 
blurred and, on occasions, unattainable. When infor-
mation content is uploaded to the Net, individuals im-
mediately become – voluntarily or involuntarily – dis-
tributors of the information, by means of social net-
works, electronic communications, links, blogs or any 
other methods which the internet provides. (25) Even 
the restriction of content by means of paying access, 
which is occasionally subject to territorial limitations, 
faces serious difficulties when it comes to preventing 
the mass distribution of information. Accordingly, 
monitoring and measuring the impact of information, or 
entering it in the accounts, for which there were highly 
reliable methods in traditional media, becomes a task 
which is impossible to complete when the information 
concerned circulates on the Net. (26)  
48.      In addition, the possible victims of publications 
which are harmful to personality rights are in a particu-
larly vulnerable position when the medium is provided 
by the internet. The universal scope of the information 
contributes to the harm being potentially more acute 
than that suffered, for example, by means of a conven-
tional medium. (27) The serious nature of the harm 
must contend with a wide variety of applicable bodies 
of rules, since territorial dispersion means that the right 
is covered by different national systems and, therefore, 
a number of national legal systems have jurisdiction to 
hear the case. Accordingly, the holder of personality 
rights concerned may be the victim of potentially more 
serious infringements, while his legal protection is re-
duced because he is affected by fragmentation and a 
lack of legal certainty.  
C –    The opportunity to adapt or confirm the She-
vill case-law   
49.      I should point out that, in Shevill, the Court pro-
vided a reply which reconciled the interests of the me-

http://www.ippt.eu/
http://www.ip-portal.eu/


www.ippt.eu  IPPT20111025, CJEU, eDate Advertising and MGN 

www.ip-portal.eu  Page 14 of 21 

dia with the need to safeguard the legal position of the 
holder of personality rights. The statement of the law in 
Shevill enables the clear and accurate identification of 
‘the place where the harmful event occurred or may 
occur’ for the purposes of determining one or more 
jurisdictions. That case-law is of obvious relevance to 
cases of infringement of personality rights in which the 
media outlet sued has, to a greater or lesser extent, a 
regionalised distribution system. Since the method of 
disseminating information reflects a business strategy 
which measures the advisability, in economic and in-
formation terms, of establishing oneself in other States, 
a solution of the kind provided in Shevill, which also 
regionalises the extent of the harm is, in fact, a reason-
able reply.  
50.      The Shevill judgment was given in the years 
immediately preceding the expansion of the internet. 
The circumstances in which the instant cases have aris-
en are clearly different from what occurred in the case 
of Fiona Shevill, which impedes the practical applica-
tion of the solution reached by the Court in 1995. For 
example, the court identified as having jurisdiction by 
reference to the place where the holder of personality 
rights is known may hear an action only in relation to 
damage which actually occurred in that State. The prac-
tical application of this rule was viable at the time when 
the Shevill judgment was given, having regard, for ex-
ample, to the number of copies distributed in each 
Member State, information which was easy to verify 
because it was part of the commercial policy of the me-
dia outlet and was the result of voluntary business deci-
sions. However, as those who participated in the hear-
ing in these proceedings acknowledged, there are no 
reliable criteria for measuring the degree of distribution 
of a media outlet as such (or of its content) on the in-
ternet. While it is true that the number and origin of 
‘hits’ on a website may be indicative of a particular 
territorial impact, they are, in any event, sources which 
do not provide sufficient guarantees for the purposes 
establishing conclusively and definitively that unlawful 
damage has occurred. (28)  
51.      Further, the Shevill judgment is based on the 
need to safeguard the sound administration of justice, 
an objective explicitly referred to in the preamble to 
Regulation No 44/2001. (29) The application of that 
case-law to the context of media outlets on the internet 
may, in certain cases, be incompatible with that objec-
tive. Take, for example, the case of someone like Olivi-
er Martínez, who appears to be popular (he is ‘known’) 
in more than one Member State. The excessive frag-
mentation of jurisdictions and, possibly, of applicable 
laws, is difficult to reconcile with the sound administra-
tion of justice. (30) Similarly, the mere fact that infor-
mation about this public figure is directly accessible in 
every Member State would expose the publisher of the 
media outlet concerned to a situation which is difficult 
to manage, since any Member State would potentially 
have jurisdiction if proceedings were brought. Nor can 
it be said that such an outcome promotes predictability 
in the definition of the rules, for either the applicant or 
the defendant. (31)  

52.      On a more general level, it is also important to 
note that, since 1995, the year when the Shevill judg-
ment was published, there have been a number of sig-
nificant changes in the legal framework of the Union. 
The entry into force of the Charter of Fundamental 
Rights of the European Union confirmed the im-
portance of the fundamental right to privacy and free-
dom of information. Articles 7 and 11 of the Charter 
refer to the special protection which information war-
rants in a democratic society, in addition to emphasis-
ing the importance of privacy, which also encompasses 
the right to one’s own image. The Court had occasion 
to rule on both those rights before the entry into force 
of the Charter, (32) while, for its part, the European 
Court of Human Rights specified the content of those 
rights. (33) However, the entry into force of the Charter 
has a specific value for the present purposes, in that it 
openly reflects the need for all spheres of action of the 
Union, including those relating to judicial cooperation 
in civil matters, to be subject to the definitions of the 
rights provided for therein. (34) Expressed in those 
terms, the overexposure to which the media is subject 
against a background of excessive litigation, in addition 
to the serious nature of possible infringements of per-
sonality rights and the lack of legal certainty afforded 
by the protection of that right, require that the tension 
underlying the Shevill case law be approached in a way 
which prevents that outcome.  
53.      In addition, any approach which entails altering 
the Shevill case-law must of necessity take into account 
the requirement of technological neutrality. In other 
words, the replies which the Court provides to difficul-
ties of interpretation caused by the emergence of the 
internet must not focus excessively on this medium at 
the risk of being invalidated by technological progress 
or of creating differences in treatment based on a crite-
rion which may be arbitrary, such as the use of a par-
ticular technology. (35) Although, admittedly, the na-
ture of the conflict between freedom of information and 
the right to one’s own image is very specific where the 
internet is concerned, the solution provided by the 
Court must, as far as possible, be applicable to all me-
dia outlets, regardless of the form in which they appear. 
(36) That conclusion is bolstered further by the obser-
vation that, at the moment, particularly with regard to 
the daily press of a certain standing, there are virtually 
no media outlets which do not have an electronic edi-
tion published on the Net. Information content is fungi-
ble and its formats are interchangeable. Accordingly, 
the determination of the relevant jurisdiction must be 
based on criteria which take into account simultaneous-
ly the damage caused, for example, by a print medium 
and by a website. (37)  
54.      At this juncture, I believe that it is possible to 
provide a reply which alters the Shevill case-law and, at 
the same time, is technologically neutral. In my opin-
ion, the reply is not found in a radical reconsideration 
of that case-law. On the contrary, I believe that the re-
ply given by the Court in 1995 retains its force today in 
cases of ‘international libel’ where the information is 
carried on a print medium. It will be sufficient to add 
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an additional connecting factor to the ones already laid 
down, without it being necessary, furthermore, to spe-
cifically restrict the criterion to damage caused by 
means of the internet.   
D –    The ‘centre of gravity of the dispute’ as an 
additional connecting factor with the competent ju-
risdiction   
55.      As I have stressed, the Shevill case-law estab-
lishes dual jurisdiction at the choice of the holder of 
personality rights, allowing him to choose between the 
jurisdiction of the publisher or defendant and the juris-
diction of the place or places where the victim is 
known. As I have pointed out, that approach is appro-
priate in a significant number of cases, which have 
been described above. That is why the connecting fac-
tors provided by that case-law are not incorrect as such 
but they do enable, and even call for, the addition of a 
supplementary factor. Specifically, I believe that it is 
appropriate to formally establish and include an addi-
tional connecting factor, in accordance with which ‘the 
place where the harmful event occurred or may occur’, 
in the sense of Article 5(3) of Regulation (EC) No 
44/2001, also includes the place where the ‘centre of 
gravity of the dispute’, among the rights and interests at 
issue, is located.   
56.      The infringement of personality rights by media 
outlets on the Net gives rise to a tension which has 
been described in points 42 to 44 of this Opinion. The 
added difficulty is the transnational, or even simply 
global, nature of that tension, which requires the identi-
fication of jurisdictions which balance the rights and 
interests at issue, in other words, those of the media 
outlet and those of the individuals concerned. Accord-
ingly, in principle, a possible connecting factor might 
be based on the accessibility of the information, which 
would justify an automatic connection with all the 
Member States, since, in practice, the allegedly harmful 
information is accessible in all of them. However, as all 
those who have participated in these proceedings have 
pointed out, that option would immediately give rise to 
a phenomenon known as forum shopping, which is un-
tenable for any media outlet operating on the Net. (38) 
In the same way, the serious nature of the harm which 
may be suffered by the holder of the fundamental right 
to privacy, who observes how the information injurious 
to his reputation is available anywhere on the planet, 
must contend with a solution which fragments his right 
in each Member State where he is known. (39)  
57.      To my mind, a solution which adequately sup-
plements the connecting factors in the Shevill judgment 
is one which, in addition to including the criteria origi-
nally laid down, also enables the identification of the 
jurisdiction where a court is best placed to analyse the 
tension between the interests involved and is therefore 
able to hear an action concerning all the damage suf-
fered. It would, therefore, be a situation halfway be-
tween the two already in existence, since it would ena-
ble a holder of personality rights to bring proceedings 
in the jurisdiction where his centre of interests is locat-
ed, it would create predictability for media outlets, and 
it would allow the harm suffered to be considered in its 

entirety. (40) I believe that the criterion of the place 
where the ‘centre of gravity of the dispute’ is evident 
takes proper account of that range of objectives.   
58.      To put it as succinctly as possible, the place of 
the ‘centre of gravity of the dispute’ is the one where a 
court is able to adjudicate on a dispute between free-
dom of information and the right to one’s own image 
under the most favourable conditions. That situation 
occurs in the State where the potential for an infringe-
ment of the right to one’s own reputation or the right to 
privacy and the value inherent in the dissemination of 
certain information or a particular opinion, as the case 
may be, may be visualised or are more evident. That is 
the State where the holder of personality rights will 
suffer the most extensive and serious harm. Further, 
and this is undoubtedly important from the point of 
view of legal certainty, it is the territory where the me-
dia outlet could have foreseen that that harm might 
have occurred and, accordingly, that there was the risk 
of being sued there. In those terms, the centre of gravity 
will be the place where a court is best placed to under-
stand fully the conflict between the interests involved.  
59.      In determining the place of the ‘centre of gravity 
of the dispute’, it is therefore necessary to identify two 
elements. The first concerns the individual whose per-
sonality rights have allegedly been infringed and re-
quires that the place of the ‘centre of gravity of the dis-
pute’ be located where that individual has his ‘centre of 
interests’. That criterion is, to a certain extent, similar 
to the one laid down in the Shevill judgment, in that it 
requires that ‘the victim is known’. However, in deter-
mining the place where the ‘centre of gravity of the 
dispute’ is located, it is not sufficient for the victim 
merely to be known. On the contrary, it is necessary to 
identify the place (and, therefore, the Member State) 
where the individual concerned, in the enjoyment of his 
personality rights, essentially carries out his life plan, if 
this exists.   
60.      The second element concerns the nature of the 
information. In order to determine the place where the 
‘centre of gravity of the dispute’ is located, the infor-
mation at issue must be expressed in such a way that it 
may reasonably be predicted that that information is 
objectively relevant in a particular territorial area. In 
other words, the information giving rise to the dispute 
must be expressed in such a way that, in the light of the 
circumstances surrounding the news item, it constitutes 
information which arouses interest in a particular terri-
tory and, consequently, actively encourages readers in 
that territory to access it. (41)  
61.      The particular feature of the traditional tension 
which may arise in relation to the two rights – I believe 
that this may be argued without excessive risk – is that 
the centre of gravity of the potential infringement of 
personality rights tends to be the same as the centre of 
gravity or interest of the news item or opinion in ques-
tion. In short, because the news item or opinion may be 
of particular interest in one place, that is also the place 
where any infringement of personality rights may in-
flict the highest level of damage – and vice-versa. It is 
only possible to refer, in the singular, to a ‘centre of 
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gravity of the dispute’ where that assertion may in 
principle be made.  
62.      Having said that, it is important not to confuse 
the second of those elements with a criterion of intent 
on the part of the media outlet. The information is not 
objectively relevant because the publisher voluntarily 
directs it to a particular Member State. A criterion 
based on intent is contrary to the wording of Article 
5(3) of Regulation No 44/2001, which is confirmed by 
a comparison of that provision with Article 15(1)(c) of 
the regulation, which provides for special jurisdiction 
for consumer contracts in cases where the provider of 
the service ‘directs such activities to that Member State 
or to several States’. (42) Nothing of that kind may be 
found in Article 5(3) and, therefore, it is not appropri-
ate to determine international jurisdiction on the basis 
of a criterion of intent. (43) Further, a criterion based 
on the subjective intent of the publisher of the infor-
mation gives rise to wide-ranging evidential difficul-
ties, as is clear in practice where it is applied. (44)  
63.      In proposing that the information must be objec-
tively relevant, I refer to situations in which a media 
outlet may reasonably foresee that the information pub-
lished in its electronic edition is ‘newsworthy’ in a spe-
cific territory, thereby encouraging readers in that terri-
tory to access it. That criterion of objective relevance 
may be applied through the use of various items of evi-
dence, which, I will say now, it is for the national court 
to analyse.   
64.      Above all, it may be inferred from the reasoning 
in this Opinion that the first element which it is neces-
sary to examine is the subject-matter of the information 
at issue. Certain information may be of interest in one 
territory but be completely devoid of interest in anoth-
er. News about allegedly criminal activities carried out 
in Austria by an Austrian citizen who resides in Austria 
is clearly ‘newsworthy’ in the territory of that State, 
even though the information may be published in an 
online newspaper whose publisher resides in the United 
Kingdom. When a media outlet uploads to the Net cer-
tain content which, by its nature, will have an unques-
tionable impact, in an information sense, in another 
Member State, the publisher may reasonably foresee 
that, where he has published information prejudicial to 
personality rights, he may possibly be sued in that 
State. Thus, the more newsworthy a particular news 
item is in one national territory, the greater the likeli-
hood that infringements of rights committed there will, 
in principle, have a connection with the courts of that 
territory.   
65.      The national court may also take into account 
other items of evidence which contribute to the identi-
fication of the territory where the information is objec-
tively relevant. It should be noted that such evidence 
may indicate subjective intent on the part of the pub-
lisher to direct the information to a particular State. 
However, for the present purposes, such evidence is 
aimed solely at establishing a connection with a partic-
ular territory rather than intent on the part of the pub-
lisher of the information. Thus, the list of possible evi-
dence to examine must take into consideration the fact 

that the information may be distributed on a website 
with a top-level domain name which is different from 
that of the Member State where the publisher is estab-
lished, thereby demonstrating the existence of a par-
ticular territorial area in which the information is likely 
to be followed with particular interest. (45) Likewise, 
the language of a website helps to delimit the sphere of 
influence of the information published. Any advertising 
which may be on the website may also indicate the ter-
ritorial area where the information is intended to be 
read. (46) The section of the website in which the in-
formation is published is also relevant for the purposes 
of achieving an impact in a particular territory. One 
example might be an online newspaper in which the 
news sections are divided by country. The publication 
of information under the heading ‘Germany’ will be an 
indication that news made available in that section has 
a particularly significant impact in that State. The key-
words supplied to search engines to identify the media 
outlet’s site are also capable of providing clues as to the 
place in which the information is objectively relevant. 
Finally, and without intending this to be an exhaustive 
list, the website access log, despite its lack of reliabil-
ity, may be a purely illustrative source for the purposes 
of confirming whether or not certain information has 
had an impact in a particular territory. (47)  
66.      The criteria set out above enable a court to de-
termine whether the information at issue is objectively 
relevant in a particular territorial area. If the infor-
mation is objectively relevant in scope in a particular 
Member State and that State is, in turn, the one where 
the holder of personality rights has his ‘centre of inter-
ests’, I believe that the courts of that State have juris-
diction to hear an action for compensation in respect of 
all the damage caused by the unlawful act. The Mem-
ber State where both those criteria are satisfied is clear-
ly the place where a court will be best placed to adjudi-
cate on the facts and to hear the entire case. That juris-
diction is, in short, the one where the ‘centre of gravity 
of the dispute’ is located.  
67.      By way of conclusion, I propose to the Court 
that the phrase ‘the place where the harmful event oc-
curred or may occur’, in the sense of Article 5(3) of 
Regulation No 44/2001, must be interpreted as mean-
ing, in the event of an infringement of personality 
rights by means of information disseminated in a num-
ber of Member States via the internet, that the holder of 
those rights may bring an action for compensation,   
-       either before the courts of the Member State of 
establishment of the publisher of the information in-
fringing personality rights, which have jurisdiction with 
regard to compensation for all of the damage arising 
from the infringement of those rights,   
-       or before the courts of each Member State in 
which the information was published and in which the 
holder of personality rights claims to have been the 
victim of an attack against his reputation, which have 
jurisdiction to hear an action concerning only the dam-
age caused in their respective States,   
-       or before the courts of the Member State where 
the ‘centre of gravity of the dispute’, among the rights 

http://www.ippt.eu/
http://www.ip-portal.eu/


www.ippt.eu  IPPT20111025, CJEU, eDate Advertising and MGN 

www.ip-portal.eu  Page 17 of 21 

and interests involved, is located; those courts have 
jurisdiction with regard to compensation for all of the 
damage arising from an infringement of personality 
rights. The Member State where the ‘centre of gravity 
of the dispute’ is located is taken to be the State in 
whose territory the information at issue is objectively 
and particularly relevant and where, at the same time, 
the holder of personality rights has his ‘centre of inter-
ests’.   
VII –  The third question in eDate (C‑509/09)   
68.      By its third question, the Bundesgerichtshof asks 
the Court about the scope of Article 3(2) of Directive 
2000/31 on electronic commerce on the internet when 
applied to a case like the instant one. In short, the Bun-
desgerichtshof asks whether, in providing that Member 
States ‘may not, for reasons falling within the coordi-
nated field, restrict the freedom to provide information 
society services from another Member State’, that pro-
vision lays down, in its own terms, an applicable rule of 
law or, failing that, a mere corrective to the subject-
matter of the national law applicable to the dispute.  
69.      The reply to that question calls for a number of 
general preliminary observations.  
70.      The Bundesgerichtshof refers this third question, 
and refers it in these terms, because it is uncertain as to 
the law applicable to a dispute such as the one in the 
instant case. In short, the question could be construed 
as follows: Has Directive 2000/31 harmonised private 
international law at national level by laying down a 
conflict-of-laws rule which refers the competent court 
to the substantive law of the Member State of estab-
lishment of the publisher? If the reply is negative and 
the Court holds that there is no such harmonisation, the 
Bundesgerichtshof directs its question next to the scope 
and effect (‘corrective effect at a substantive law level’) 
which Directive 2000/31 has on German private inter-
national law, which would then be the law applicable to 
a case like the one in eDate.  
71.      If that assessment on my part is correct, I believe 
that, above all, it is necessary to point out the functional 
and systematic position of the article of Directive 
2000/31 to which the question specifically refers. Un-
der the heading ‘Internal market’, Article 3 of the di-
rective embodies a requirement which reflects the tradi-
tional content of the freedom to provide services. The 
article expresses in an instrument of secondary law a 
safeguard already provided for in primary law by Arti-
cle 56 TFEU, and adapts it to the specific features re-
quired by the harmonisation of legislation on electronic 
commerce. The first paragraph of the article confirms 
the applicability of the provisions of the Member State 
where the service is provided, while the second points 
to the need to take into consideration the legal require-
ments which the service provider has already complied 
with in his Member State of origin. That paragraph 
quite clearly imposes a further requirement of mutual 
recognition, in line with the case-law of the Court. (48) 
Next, the concrete expression of the freedom to provide 
services is completed in Article 3(4) of the directive, 
which sets out the reasons which Member States may 
rely on to derogate from that freedom.  

72.      In the light of the foregoing, it is possible to de-
tect in the formulation of the question under considera-
tion a certain distance from what Article 3 of Directive 
2000/31 as a whole states, or, at least, appears to state. 
In short, as has been observed, the article defines the 
conditions under which Member States must regulate 
an economic sector which is part of the internal market, 
and reflects in its provisions the content of the freedom 
to provide services, which comprises – as is well 
known – a requirement of mutual recognition. Howev-
er, the article does not lay down an applicable rule of 
law requiring the Member State in which the service is 
provided to apply the national law of the State of estab-
lishment of the service provider. Article 3 of Directive 
2000/31 merely gives concrete expression to the con-
tent of the freedom to provide services and with it the 
conditions in which the technique of mutual recogni-
tion must be applied.   
73.      I believe that that assessment is bolstered further 
by Article 1 of Directive 2000/31, paragraph 4 of which 
provides: ‘This Directive does not establish additional 
rules on private international law nor does it deal with 
the jurisdiction of Courts.’ In other words, the provi-
sion neither lays down directly nor harmonises applica-
ble rules of law or rules governing international juris-
diction in the field concerned. (49) In short, in terms of 
private international law, the directive provides for neu-
tral regulation which neither alters nor adds to the crite-
ria for determining jurisdiction, the applicable law, or 
the recognition of judicial decisions from other Mem-
ber States. (50)  
74.      The requirement of conflict-of-laws neutrality 
laid down in Directive 2000/31 must also inform the 
interpretation of Article 3 of the directive because, in 
the system of the directive, that requirement is in Arti-
cle 1. There is nothing to indicate that Article 3 acts as 
a derogation from Article 1.  
75.      Another conclusive indicator that Directive 
2000/31 does not predetermine a reply under private 
international law may be found in national legal sys-
tems, specifically in the domestic provisions transpos-
ing the directive. It is clear from the case-file that the 
Member States transposed Article 3 of Directive 
2000/31 in different ways. While some laid down ap-
plicable rules of law, (51) other Member States opted 
for transposition expressly in terms of mutual recogni-
tion. (52) In the second case, it can be seen that a num-
ber of legal systems transposed Article 3 by reproduc-
ing its exact wording. (53)  
76.      In addition, an interpretation of Directive 
2000/31 which revealed an applicable rule of law 
would be invalidated by the current state of secondary 
law on judicial cooperation in civil matters. It is well-
known that Regulation No 864/2007 on the law appli-
cable to non-contractual obligations (Rome II), ex-
cludes from its scope ‘non-contractual obligations aris-
ing out of violations of privacy and rights relating to 
personality, including defamation.’ (54) The travaux 
préparatoires for the regulation make clear the striking-
ly different views put forward by the Member States on 
that subject, which led to an exemption from the regu-
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lation for which a solution is currently being sought in 
a new legislative initiative led by the Commission. (55) 
To my mind, it is at the very least doubtful that Regula-
tion No 864/2007 had to apply an exemption of that 
kind, since Directive 2000/31 had already laid down a 
rule harmonising the applicable national provisions in 
the field.   
77.      Accordingly, in the light of the arguments set 
out, I am inclined to propose that the Court reply, first 
of all, that Article 3 does not effect a harmonisation 
which imposes on Member States a conflict-of-laws 
rule.  
78.      Finally, the Bundesgerichtshof concludes its 
third question by asking whether, in the alternative, 
Article 3(2) of Directive 2000/31 operates as ‘a correc-
tive at a substantive law level, by means of which the 
substantive law outcome under the law declared to be 
applicable pursuant to the national conflict-of-law rules 
is altered and adjusted to the requirements of the coun-
try of origin’.  
79.      As I pointed out above, that question conceals a 
conception of Article 3 of Directive 2000/31 as a rule 
of private international law. Admittedly, once the con-
flict-of-laws character of the article has been ruled out, 
it is clear that the provision does not harmonise the 
rules on the determination of the law applicable to a 
case such as the instant one. However, nor does that 
mean that Article 3 acts per se as a corrective rule in 
relation to an applicable provision of national law. As I 
stated in points 71 to 73 of this Opinion, the article 
merely lays down rules on the harmonisation of the free 
movement of services in the sphere of electronic com-
merce. A court which applies the technique of mutual 
recognition in a dispute with an international connec-
tion does not apply the law of the State of origin of the 
service provider and instead, in the absence of reasons 
to justify otherwise, must confine itself to confirming 
compliance with the provisions governing the service 
in that State. (56) That does not preclude, by means of 
a derogation, the State of jurisdiction from having laid 
down additional measures aimed at protecting certain 
rights worthy of special protection (see Article 3(4)). 
However, under no circumstances, is the law of the 
Member State of origin applied, nor is the State of the 
court with jurisdiction required under the directive to 
provide specifically for a corrective to private interna-
tional law when laying down measures offering greater 
protection.  
80.      Accordingly, in my view, it is not appropriate 
either to assert that the aim of Article 3 of Directive 
2000/31 is to harmonise a substantive corrective to the 
applicable substantive law. Article 3 empowers Mem-
ber States, within the margin of discretion granted to 
them by the directive and by Article 56 TFEU, to lay 
down measures for the protection of rights which war-
rant special safeguards, by way of a derogation from 
the freedom to provide services. Consequently, the 
German legislature has the power to lay down such 
derogations either by means of substantive measures or 
also, where appropriate, by means of provisions acting 
as correctives to the applicable law. However, that does 

not mean that Directive 2000/31 predetermines a con-
flict-of-laws solution to the problem.  
81.      In short, I believe that Article 3 of Directive 
2000/31 must be interpreted as meaning that it does not 
impose a conflict-of-laws rule or a ‘corrective at a sub-
stantive law level’. The article gives concrete legisla-
tive expression, in terms of harmonisation, to the free-
dom to provide services as applied to electronic com-
merce, while also empowering the Member States, 
within the margin of discretion granted to them by the 
directive and by Article 56 TFEU, to lay down 
measures for the protection of rights which warrant 
special safeguards, by way of a derogation from the 
freedom to provide services.  
VIII –  Conclusion   
82.      In the light of the foregoing considerations, I 
propose that the Court should reply as follows to the 
questions referred by the Bundesgerichtshof and the 
Tribunal de grande instance de Paris:   
(1)       The phrase ‘the place where the harmful event 
occurred or may occur’, used in Article 5(3) of Regula-
tion No 44/2001, must be interpreted as meaning, in the 
event of an infringement of personality rights by means 
of information disseminated in a number of Member 
States via the internet, that the holder of those rights 
may bring an action for compensation,   
–        either before the courts of the Member State of 
establishment of the publisher of the information in-
fringing personality rights, which have jurisdiction with 
regard to compensation for all of the damage arising 
from the infringement of those rights,   
–        or before the courts of each Member State in 
which the information was published and in which the 
holder of personality rights claims to have been the 
victim of an attack against his reputation, which have 
jurisdiction to hear an action concerning only the dam-
age caused in their respective States,   
–        or before the courts of the Member State where 
the ‘centre of gravity of the dispute’, among the rights 
and interests involved, is located; those courts have 
jurisdiction with regard to compensation for all of the 
damage arising from an infringement of personality 
rights. The Member State where the ‘centre of gravity 
of the dispute’ is located is taken to be the State in 
whose territory the information at issue is objectively 
and particularly relevant and where, at the same time, 
the holder of personality rights has his ‘centre of inter-
ests’.  
(2)      Article 3 of Directive 2000/31 must be interpret-
ed as meaning that it does not impose a conflict-of-laws 
rule or a ‘corrective at a substantive law level’. The 
article gives concrete legislative expression, in terms of 
harmonisation, to the freedom to provide services as 
applied to electronic commerce, while also empower-
ing the Member States, within the margin of discretion 
granted to them by the directive and by Article 56 
TFEU, to lay down measures for the protection of 
rights which warrant special safeguards, by way of a 
derogation from the freedom to provide services. 
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